Ｃｉｔｒｉｘ社製品に脆弱性

Ｃｉｔｒｉｘ社の製品「Ｃｉｔｒｉｘ Ｇａｔｅｗａｙ」､「Ｃｉｔｒｉｘ ＡＤＣ」に重大な脆弱性が存在することが発表されています。

この脆弱性が悪用されると、攻撃者が“システムの制御権を乗っ取り”、管理者として操作されてしまう等深刻な被害が発生するおそれがあります。

上記のＣｉｔｒｉｘ社製品を使用している場合には、早急な対策が必要です！

Ｃｉｔｒｉｘ Ｇａｔｅｗａｙ(ＳＳＬ-ＶＰＮゲートウェイ)の仕組み

攻撃者が、不正なコードを入力して社内ネットワークに侵入

本来はアクセスできない社内ネットワークに侵入されるおそれがあります！！

マルウェアに感染し、他の犯罪に悪用されることも・・・

あなたの会社のパソコンは大丈夫ですか？

対象製品の、バージョンを確認し、今すぐバージョンアップを！

併せて確認！ 情報セキュリティ５か条！

・ＯＳやソフトウェアは常に最新の状態に！

・ウイルス対策ソフトを導入！

・パスワードの強化！

・ネットワーク共有設定の見直し！

・脅威や攻撃の手口を知る！

もし被害に遭った時は、警察に相談してください

その他サイバー犯罪対策に関する事は、大阪府警ホームページをご確認ください。

（注意）企業・組織等に対してサイバーセキュリティに関する講演も行っています。